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CONSOLIDACIÓN

1. ¿Qué diferencias hay entre virus y malware?

Malware es un software malicioso echo para infectar y dañar el sistema o a su usuario. El virus solo es un tipo de malware.

En otras palabras, todos los virus son malware, pero no todo el malware es un virus.

1. Explica qué tipos de malware existen atendiendo a su forma de propagación.

Virus: Es un software malicioso que su finalidad es alterar el funcionamiento de un equipo informático sin el conocimiento o consentimiento de su usuario.

Gusanos: Tipo de malware que se propaga automáticamente sin necesidad de infectar otros archivos, puede duplicarse a sí mismo.

Troyanos: Software malicioso que se introduce en un ordenador y se instala en él, haciendo ver que es un programa inofensivo, lo que hace es permitir a un usuario no autorizado tomar el control de la máquina infectada.

1. Razona cómo puede una empresa beneficiarse mediante el envío de correo electrónico no deseado. ¿Qué podemos hacer para evitarlo?

Lo hacen para poder darse a conocer, dar a conocer su producto o lo que venden, esto lo hacen para captar nuevos clientes.

Se puede bloquear el correo no deseado mediante nuestra plataforma de correo electrónico.

1. ¿Cómo puede un atacante suplantar la identidad de una víctima en una red social?

Por ejemplo, mediante un correo como el spam, en el que diga que necesita cambiar la contraseña, porque ha entrado alguien de otro país y dentro hay un Phishing, con el cual le suplantan la identidad.

1. ¿Un programa que espía las páginas web que visita un equipo está considerado como un software dañino?

Sí, porque lo que está haciendo es ver todo lo que está haciendo el usuario y eso atenta a la privacidad el mismo.

1. ¿Puede un estafador falsificar un correo para que parezca proceder de otra persona? ¿Qué nombre recibe este tipo de estafa?

Sí, esto es suplantación de identidad y el nombre de esta acción es el fharming, hace ver que el correo es igual que el de otra persona para que entre en su web y no tenga sospecha de que es segura, aunque en realidad no lo es.

1. ¿En qué se diferencia el spyware del adware?

Spyware busca monitorizar la actividad del usuario y adware muestra anuncios publicitarios en ventanas emergentes.

Los dos son programas.

APLICACIÓN

1. Hemos recibido un correo electrónico del banco en el que nos indican que la cuenta está a cero, por lo que tenemos que comprobar si ha habido algún uso indebido. A continuación, nos piden la contraseña y el usuario para que ellos puedan entrar al sistema y comprobar que todo funciona correctamente.

¿Qué debemos hacer en este caso?

En ningún caso debemos hacer lo que nos dice el correo, no tenemos que meter ni nuestro usuario ni nuestra contraseña, tenemos que llamar al banco y preguntar si ellos nos han enviado el correo, ya que nunca un banco nos va a pedir esa información mediante un correo electrónico.

1. Has decidido comparte un ordenador personal, pero no dispones de mucho dinero ahorrado, por lo que te estás planteando adquirir uno de segunda mano. Después de investigar en varias páginas web, has encontrado un auténtico chollo en una página web de anuncios de particulares.

¿Puedes estar seguro de la veracidad de este anuncio? ¿Por qué?

No, ya que la persona es un particular, también que nos pide que primero le paguemos antes de enviarlo, lo cual puede ser, que paguemos y que nunca veamos el ordenador, en este caso una solución sería hace el pago por medios seguros como PayPal la cual nos permite que en caso de no recibir el articulo deseado que en este caso es un ordenador, podamos solicitar el dinero de vuelta, es una buena forma de tener una seguridad extra, sino yo no me fiaría del particular.

1. Tienes un teléfono móvil que quieres vender por un portal de venta de artículos como eBay. Has tenido suerte y alguien ha pagado una cantidad muy superior de la esperada. A continuación, te envían un correo para pedirte los datos de la cuenta de PayPal, que es un método muy utilizado en estas páginas web y que ofrece seguridad al comprador y alizar la compra, pero en este caso te indican que tienen un problema al hacerlo y que necesitan los datos de la cuenta para efectuar el pago.

¿Puedes estar siendo víctima de una estafa? ¿Por qué?

Sí, porque al cómprate el articulo un particular el cual ha pagado mucho más por lo que estaba puesto el articula, ya es sospechoso y después PayPal a la hora de pagar no nos va pedir en ningún caso que pongamos nuestro usuario ni contraseña y menos para recibir el dinero.

1. Has encontrado un servicio de internet a través de un proveedor y has cambiado la contraseña del punto de acceso inalámbrico para que no puedan utilizarlo intrusos. Como el punto de acceso es un aparato con algunos cables, decides ocultarlo detrás de la televisión, en un hueco que tiene el mueble. Después de unos días ves que, en ocasiones, el punto de acceso no funciona correctamente y decides llamar al proveedor de servicios para estudiar si existe algún problema, pero todo parece estar en orden.

¿Qué puede ocurrir? ¿Cómo puedes solucionarlo?

Que te hayan sacado contraseña, para solucionarlo cambiar la contraseña cada cierto tiempo y ponerla más difícil.